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Abstract—Mobile Ad hoc Network (MANET) consists 
of wireless mobile nodes that can be set up any time at 
any place without the requirement of pre-requisite 
infrastructure. The nodes in these networks have several 
constraints such as battery power, processing capability 
and bandwidth. Moreover each node in MANET has to 
act as a relay node for others for the successful network 
operations. In an ideal environment in spite of above 
mentioned limitations, the node performs this 
community task faithfully but as in real world there 
exists nodes with selfish attitude also. Therefore, this 
paper is an effort to evaluate the efficacy of network 
with nodes having such behavior prevailing in realistic 
environment. Various researchers have evaluated the 
network performance in idealistic conditions but none 
has made an effort to evaluate it in practical condition 
such as in presence of obstacles. To make the scenario 
realistic different number, type and shape of obstacles 
were taken. The work was accomplished by designing a 
simulator in MATLAB-11. 
 
Index Terms—Ad-hoc network, Routing, Obstacles. 
 

I. INTRODUCTION 

MANET [1-4] is a collection of wireless nodes that 
can dynamically be setup anywhere and anytime without 
using any pre-existing network infrastructure. Each node 
in MANET is free to move randomly and often act as 
routers, transmitter and receiver at the same time. Due to 
absence of centralized access points and infrastructure 
less, the communication in MANET is multi-hop in 
nature wherein each node relays data packets of other 
nodes thereby spending its resources such as battery 
power, CPU time and memory. In an ideal environment, 
each node in MANET is supposed to perform this 
community service truthfully. However this is not the 

case and existence of selfish nodes [5-9] is a very 
common feature in MANETs. The selfish nodes are the 
ones that use others for their own profit. The behavior of 
selfish nodes can be characterized [6, 10] as follows: 

• Do not participate in routing process 
• Do not reply or send hello messages 
• Intentionally delay the RREQ packet 
• Dropping of data packets 
The major reason behind selfishness may be low 

residual battery power [7, 8, 11] or rogue intentions [5, 6] 
of a node. Various researchers have evaluated the 
network performance in presence of selfish nodes. This 
paper evaluates the performance of selfish users in 
realistic environments. A realistic environment [1, 12-17] 
is one that contains obstacles of different number, types 
and shapes.  

The rest of the paper has been organized as follows: 
Section 2 provides the problem identification. The 
details of simulation setup and parameters are discussed 
in section 3. Section 4 provides the impact of realistic 
scenario on MANET performance. Section 5 provides 
the conclusion followed by references. 
 

II. MOTIVATION AND PROBLEM 
IDENTIFICATION 

The problem of selfish node is very common in ad 
hoc network.  If this type of behavior prevails in the 
network among large number of the nodes, it may 
eventually lead to disruption of network. Various 
researchers have tried to find the impact of selfish nodes 
on MANET performance as follows: 

The work done by Shailender Gupta et. al.[5] shows 
that as the concentration of selfish nodes increases the 
performance metrics such as packet delivery ratio and 
probability of reachability decreases significantly but 
never falls to zero since at 100% concentration of selfish 
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nodes the communication still prevails among 
neighboring nodes. 

The work done by Li feng et. al. [18] showed that a 
threshold limit exists for nodes cooperation above which 
there is no effect on network connectivity and path delay 
but when this limit is crossed, the path delay increases 
linearly and network connectivity breaks frequently.    

To overcome this selfish attitude various strategies in 
literature have been proposed such as reputation based 
[5, 9, 11, 19-21] and motivational based [5, 8, 9, 11, 19-
21] approaches. The reputation based mechanisms 
develops reputation index periodically and if a node has 
reputation index above a predetermined threshold then it 
is added to trust worthy list otherwise it is treated as 
selfish or malicious. On the other hand motivational 
based approaches tries to motivate a particular node to 
participate in the routing and data forwarding process by 
using virtual currencies such as nuglets etc. 

All these strategies developed have been simulated in 
idealistic conditions but to have a realistic output they 
should be tested in practical conditions. We are of the 
opinion that if we want to find impact of selfish nodes 
on MANET performance then it should be done in 
realistic environment i.e. in presence of obstacles. Thus 
the results that obtained would be quite practical. The 
next section give details of the various simulations set 
up parameters used to make the scenario more practical. 
 

III. EXPERIMENTAL SET UP PARAMETERS  

In order to evaluate the network performance in 
realistic environment under the presence of selfish nodes 
we have evaluated the impact of selfish user with 
varying number, type and shape of the obstacle (see Fig. 
1). The path marked with blue color shows the shortest 
path between a given pair of source and destination 
having no selfish node. While the path marked with red 
color shows the path formation in presence of selfish 
nodes. 
 

 
 

Figure1 (a). Experimental  snapshot for river type obstacle 

 
 

Figure1 (b) Experimental snapshot for moutain type obstacle 
 

 
 

Figure1 (c). Experimental  snapshot for Circular Obstacle 
 

 
 

Figure1 (d). Experimental  snapshot forEliptical Obstacle 
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Figure1 (e). Experimental snapshot for Rectangular Obstacle 
 

 
 

Figure1 (f) Experimental snapshot for Square obstacle 
 

 
Figure1 (g). Experimental  snapshot for One Obstacle 

 
Figure1 (h). Experimental  snapshot for Two Obstacle 

 

 
Figure1 (i). Experimental  snapshot for Three Obstacle 

Figure1. Experimental snapshots 

A. Performance Metrics used  

• Hop Count: Defined as the number of intermediate 
nodes from source to destination for a successful 
communication.  

• Path Optimality: Defined as the ratio of total 
distance traversed in an environment with no selfish 
nodes to selfish nodes. 

• Reachability: Defined as the ratio of successful 
routes formed to the total number of route request 
generated. 

To calculate the above mentioned results the 
algorithm used is as follows. 

B. Algorithm  

The algorithm shown below calculates the various 
performance metrics mentioned above. It takes 40 nodes 
(N = 40) and define K% of nodes as selfish ones. To 
calculate the value of reachability a variable count is 
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used. It is initialized to zero value and is incremented 
each time by one when a path exists between a randomly 
(using rand function) chosen pair of source and 
destination. The process is repeated thirty times and at 
last reachability is calculated using the equation  

Reachability =count/40; 

To calculate path optimality and hop count we 
calculate the total distance and intermediate hops 
between a successful pair of source and destination 
using cum_path_length( ) and cum_hop_count( ). This 
process is repeated as mentioned above is repeated and 
at last average of all these values is taken as also given 
in the algorithm. 
 

Algorithm 
Total Nodes N = 40; 
 count =0 
Cum_Hop_count = 0; 
for i=1 to 30 
S= rand(N)  
D= rand(N) 
If path(S,D) exists 
Cum_path_length=Cum_path_length+path_length(S,D) 
Cum_hop_count = Cum_hop_count + Hop_Count(S,D); 
Count++ 
end 
end 
path_lengtht  = Cum_path_length / count; 
reachability =count/30 ; 
Hop count =  Cum_Hop_Count/40; 
C. Set up parameters 

The various simulation set up parameters for this 
experiment are as follows: 

TABLE 1: Set up parameters 

Size of region 2250000 sq. units 

Shape of region Square : 1500 
(Length) 

Mobility Model  Used Random walk (RW) 

Number of Nodes 
Deployed 

40 

Transmission Range 250 

Routing Algorithm Used Dijkstra’s shortest 
Path Routing 
Algorithm 

Placement of Nodes Random 

Number of iterations 30 

Obstacle Type Mountain, River 

Obstacle Number 1-3 

Obstacle Shapes Circular, Elliptical, 
Square, Rectangular 

IV. RESULT OF TYPE OF OBSTACLE 

A. Impact on Hop count: 

In the real world obstacle can be of type mountain, 
river etc. These obstacles cause significant impact on the 
network performance in different ways.  

Following inference can be made from the Fig. 2: 
• In both the cases i.e. in presence and absence of 

selfish nodes, river type obstacle has highest hop count 
in comparison to mountain type obstacle. 

• In presence of obstacles at 50% concentration of 
selfish nodes, the value of average hop count for the 
river and the mountain is almost same. 

 

 
 

Figure2(a) Impact under Non Selfish Node 
 

 
 

Figure2.(b) Impact under Selfish Node 
 

Figure2 Experimental Impact of Obstacle Type on Hop 
Count 

B. Impact on Reachability: 

The mountain affects both the node movement and the 
effective transmission range of the nodes. While the 
river type obstacle affect the node movement only. 
Therefore as expected the reachability value in case of 
mountain is lower in and absence of selfish nodes as also 
shown in Fig. 3. 
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Figure3(a) Impact under Non Selfish Node 
 

 
 

Figure3(b) Impact under Selfish Node 
 

Figure3. Experimental Impact of Obstacle Type on 
Reachability. 

 

V. RESULT OF NUMBER OF OBSTACLE  

A. Impact on Hop count: 

Fig. 4 shows the impact of number of obstacles in 
both the environment having selfish and non selfish 
nodes. The following inference can be drawn: 

• As the number of obstacles increases the value of 
hop count decreases since the path having higher hop 
count values now becomes less reliable. 

• In an environment having no obstacle and no 
selfish nodes the value of hop count is almost same. This 
shows that idealistic situations are quite different from 
real ones. 

 
Figure4. Impact of varying number of obstacle 

 

B. Impact on Reachability: 

Number of obstacle causes significant impact on the 
connectivity between the communicating nodes in the 
network thus affecting the reachability value as shown in 
Fig. 5. The following inference can be drawn: 

• As the number of obstacles increases the value of 
reachability decreases that is also evident from our 
graphs. 

• The results of both the environment i.e. nonselfish 
and selfish are quite different. 
 

 
 
Figure5. Experimental Impact of different number of obstacles 

on Reachability 
 

VI. RESULT OF SHAPE OF OBSTACLE  

A. Impact on Hop count: 

Fig.6 shows the impact of hop count for different 
shapes of the obstacle. The following inference can be 
drawn:
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• The average hop count at lower concentration of 
selfish nodes is highest for circular shape. While it is 
least for elliptical shape. 

• At higher concentration of selfish nodes the hop 
count value does not follow any pattern. It is also 
verified from our results of reachability. 
 

 
 

Figure6. Experimental Impact of different shape of 
obstacles on Hop Count 

 

B. Impact on Reachability: 

Fig. 7 shows the impact of reachability for different 
shapes of the obstacle. The result of reachability does 
not follow any trend at higher concentration of selfish 
nodes. 
 

 
 

Figure7. Experimental Impact of different shape of 
obstacles on Reachability 

 
 

VII. CONCLUSIONS 

TABLE: 2 Overall Comparisons 

Obstacle 
Type                   
 

Type Number Shape 

Performa
nce  
Paramete
r 

Mou
ntai
n 

R
iv
er 

1 2 3 Cir
cle 

Ell
ipti
cal 

Sq
uar
e 

R
ec
ta
n
gl
e 

Hop 
Count 

L H L M H Does Not Follow any 
Trend 

Reachabi
lity 

L H L M H 

Where, L= Low, M = Medium, H= High 
 

In this paper an effort has been made to evaluate the 
efficacy of routing protocols in presence of selfish user 
in realistic environment. The following inference can be 
drawn from the Table 2 as follows: 

1. The mountain type obstacle obstructs both node 
movement as well as effective transmission range of the 
nodes hence the reachability and hop count values are 
quite low. 

2. As the number of obstacles increases the hop 
count value and reachability values decreases  

3. The idealistic environment results are quite 
different from real ones. 

These results can be very fruitful for researchers 
working in this direction. 
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