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Abstract—The authentication is used to ensure the 

authentication of the owner of the data. Currently, the 

data is available in multimedia format viz., audio, video, 

image and text. The present paper focuses on the image 

authentication. The watermarking methods are used for 

the image authentication. The present paper proposes a 

novel method of Kurtosis based Watermarking by using 

Wavelet Transformation (KWWT). The proposed method 

uses wavelet transformation. Further, the bands or the 

coefficients are divided into various non overlapped 

windows. For each of the approximation band windows, 

the kurtosis value will be estimated. Then the windows in 

all bands will be selected based on their kurtosis value. 

Then, the watermark image will be embedded into the 

selected windows of the bands. Finally, inverse wavelet 

transformation will be applied to get the resultant 

watermarked image. The proposed KWWT method is 

evaluated with 14 input images and 3 watermark images. 

Various performance measures are estimated and the 

results show the efficacy of the proposed method. 

 

Index Terms—Band, window, watermark and 

performance measure. 

 

I.  INTRODUCTION 

During the recent advancements in the internet 

technology, the security aspects of data have gained much 

attention. Among various aspects, the researchers focus 

more on the authentication. Among various formats of the 

data, image form of data is used by major researcher’s 

community. The watermarking method allows embedding 

of authentication in the input image data. In general, the 

authentication data consists of watermark of the owner. It 

is also called as copy right information of the owner. 

With the watermarking method, the difference between 

the original and the resultant images cannot be detected 

by the human eye. Various applications of digital 

watermarking methods [1] are monitoring of broadcast, 

control of copy and authentication of content broadcasted 

etc.  

The transformations allow analyzing the input image 

into various scales. Among various transformations, the 

wavelet transformation along with the cosine 

transformation is widely used for the watermarking 

procedure. The cosine transformation is used to suppress 

the correlation between various bands of the wavelet 

transformation [2]. This is used to design the blind 

watermark. The cosine transformation is also used for the 

color images. It is observed that the YCbCr model of the 

color image along with the cosine transformation is 

suitable for the watermarking algorithm [3]. This method 

consists of genetic algorithm for selection of the 

components in Y.  

 

II.  RELATED WORRK 

The watermarking method with singular value 

decomposition is used for enhancing the robustness [4]. 

This method applies the singular value decomposition on 

the wavelet coefficients of the input image and then fuzzy 

logic is used for the embedding procedure. The cosine 

transformation based watermarking method is used for 

the color images in RGB model [5]. In this process, 

robustness is increased with the normalization process. 

The watermarking algorithm can be applicable for the 

halftone images. In this, the patterns of the watermark can 

be embedded into two different halftone images [6]. 

During this process, patterns can be embedded into first 

image. On the first image, the second image can be 

overlaid. The modulation based watermarking [7] is 

found to be efficient for watermarking process. For this, 

the quantization index based modulation is used. This 

modulation technique is applied to the dominant parts of 
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the transformation coefficients. The coefficients are 

further coupled with multiple scales. The watermarking 

method can be designed based on the optimality measure 

of the shares [8]. Three different shares will be used for 

the design of visual watermarking method. The 

watermarking method can combine the features of spatial 

and frequency domains [9]. With this, the quantification 

of the algorithm can be increased and further improves 

the robustness. The watermarking method can be 

designed based on the random key generation [10]. The 

random key can be a pseudorandom number. This 

number can be used for the selection of the region of the 

input image. The blind embedding procedure is adopted 

during the watermarking method. The watermarking 

method based on the edge information [11] is found to be 

efficient. This can differentiate the regions of the input 

image based on the high and low peak values of the edges. 

The wavelet packet based watermarking [12] is found to 

be efficient. In this, the energy measure is used for the 

selection of the sub band of the transformation. The 

arithmetic progression based watermarking [13] can be 

implemented with the wavelet transformation. In this, the 

subbands of the transformation can be selected based on 

the mean arithmetic progression value. The spread 

transform dither modulation [14] can be used for the 

design of the efficient watermarking [15, 16, 17] method. 

This method also uses the wavelet transformation for 

resolving the input image at multiple scales. 

 

III.  METHODOLOGY 

In the information security research area, various 

security features should be provided for the input 

information. The present paper is focusing on providing 

the security for the images. For images, both the 

authentication and confidentiality features play a vital 

role for providing security. The authentication service 

should ensure the owner of the image and the 

confidentiality service should ensure the confidentiality 

of the information in the image. So, to provide these two 

features, the present paper is proposing a novel invisible 

watermarking method.  

The proposed method is using the wavelet 

transformation. The wavelet transformation is used to 

analyze the input image at multiple scales. At each scale, 

four bands images will be extracted. The first band is 

called as the approximation band. The approximation 

band is used to represent the scaled image of the input 

image. The second band is used to represent the 

horizontal directional patterns of the input image. The 

third band is used to represent the vertical directional 

patterns of the input image. The fourth band is used to 

represent the diagonal directional patterns of the input 

image. The Fig. 1 represents the original and the first 

level wavelet transformation image. The four bands of the 

input image are shown in Fig. 1.  The Fig. 2 shows 

frequency distribution of patterns in the wavelet 

coefficients. The Fig. 2(a) shows the distribution of 

approximation band, the Fig. 2(b) shows the distribution 

of horizontal band, the Fig. 2(c) shows the distribution of 

vertical band and Fig. 2(d) shows the distribution of 

diagonal band. 

Among various statistical measures of an image, 

kurtosis is found to be prominent. The “tailedness” of the 

image is estimated with the kurtosis measure. It considers 

the input image as a random variable and applies the 

normal distribution. The Kurtosis equation is given in (1).      

 

 

Fig.1. First level coefficient of wavelet transformation. 

           
                         (a)                                                       (b) 

 

       
                         (c)                                                        (d) 

Fig.2. Frequency Distribution of patterns in (a) approximation band (b) 

horizontal band (c) vertical band (d) diagonal band. 
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where,  

I represent the input image, 

m represent the mean, 

σ represent the variance, 

M and N represents the size of the image.

 

 

Based on the Kurtosis measure, the present paper 

proposes a novel method of Kurtosis based Watermarking 

by using Wavelet Transformation (KWWT). In the 
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KWWT, the wavelet transformation is applied on the 

input image. Each band of the wavelet coefficients are 

further divided into 4×4 non overlapped windows. The 

kurtosis value is estimated for each none overlapped 

window of the approximation band. Then windows that 

are having highest kurtosis value will be identified and 

the corresponding windows in the horizontal, vertical and 

diagonal bands will be selected. The input watermark will 

be embedded into the corresponding bands of the wavelet 

coefficients. The methodology of the proposed KWWT 

method is shown in Fig. 3. 

 

 

Fig.3. Methodolgoy of the proposed KWWT method. 

IV.  RESULTS AND DISCUSSIONS 

The watermarking methods are widely used in 

information security for providing the image 

authentication. The present paper proposes a novel 

method of Kurtosis based Watermarking by using 

Wavelet Transformation (KWWT). The proposed method 

is evaluated with 14 images [18]. The images considered 

are categorized into seven groups viz., human, animal, 

flower, fruit, landscape, texture and winter. In each group, 

two different images are considered for the evaluation of 

the proposed method. The original 14 images are shown 

in Fig. 4.  

In the proposed KWWT method, the wavelet 

trnasformation is applied on the input image. Then, the 

non overlapped windows are estimated for the 

approximation band. For each non overlapped window, 

the kurtosis measure is estimated. The Fig. 5 and Fig. 6 

represents the kurtosis measure of the Flower Image1 and 

Landscape Image2. In the approximation band, the non 

overlapped windows with highest kurtosis measure will 

be identified. The watermark image will be embedded 

into the corresponding other bands of the wavelet 

coefficients. The present paper uses three different 

watermarks as shown in Fig. 7. 

The proposed KWWT method is applied on the 14 

input images as shown in Fig. 4 and the three watermark 

images as shown in Fig. 7. The results of the  KWWT 

method with WM Image1 is shown in Fig. 8. The results 

of the KWWT method with WM Image2 is shown in Fig. 

9. The results of the KWWT method with WM Image3 is 

shown in Fig. 10. From these results, it is clear that the 

proposed KWWT method is efficient and robust. 

 

 
                              (a)                                            (b) 

 

 
                         (c)                                                    (d) 

 

 
                              (e)                                                 (f) 
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                            (g)                                                  (h) 

 

 
(i)                                                  (j) 

 

 
                              (k)                                                  (l) 

 

 
                             (m)                                            (n) 

Fig.4. Original Images (a) Human Image1 (b) Human Image2 (c) 

Animal Image1 (d) Animal Image2 (e) Flower Image1 (f) Flower 

Image2 (g) Fruit Image 1 (h) Fruit Image2 (i)Landscape Image1 (j) 

Landscape Image2 (k) Texture Image1 (l) Texture Image2 (m) Winter 

Image1 (n)Winter Image2. 

 

Fig.5. Kurtosis Measure of the Flower Image1. 

 

Fig.6. Kurtosis Measure of the Landscape Image2. 

        
                         (a)                                                (b) 

 

 
(c) 

Fig.7. Watermark Images (a) WM Image1 (b) WM Image2 (c) WM 

Image3. 

 
                             (a)                                             (b)    

 

 
                            (c)                                              (d) 
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                           (e)                                                  (f) 

 

 
                             (g)                                              (h)             

 

 
                             (i)                                            (j) 

 

 
                           (k)                                               (l) 

 

 
                           (m)                                            (n) 

Fig.8. Watermarked Results with WM Image1 (a) Human Image1 (b) 

Human Image2 (c) Animal Image1 (d) Animal Image2 (e) Flower 

Image1 (f) Flower Image2 (g) Fruit Image 1 (h) Fruit Image2 

(i)Landscape Image1 (j) Landscape Image2 (k) Texture Image1 (l) 

Texture Image2 (m) Winter Image1 (n)Winter Image2. 

 

The performance of the proposed KWWT method is 

evaluate with various measures viz., Mean Absolute Error 

(MAE), Mean Square Error(MSE), Root Mean Square 

Error (RMSE), Peak Signal to Noise Ratio, Signal to 

Noise Ratio (SNR) and Root Signal to Noise Ratio 

(RSNR). The performance measures are estimated for all 

the 14 input images with three different watermark 

images. The results with WM Image1 are shown in Table 

1, results with WM Image2 are shown in Table 2 and the 

results with WM Image3 are shown in Table 3. From 

these results, it is observed that the proposed method is 

found to be efficient. 

 

 
                             (a)                                             (b)    

 

 
                                (c)                                              (d) 

 

 
                           (e)                                                  (f) 

 

 
                            (g)                                              (h)             
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                             (i)                                            (j) 

 

     
                            (k)                                                   (l) 

 

 
                           (m)                                             (n)  

Fig.9. Watermarked Results with WM Image2 (a) Human Image1 (b) 

Human Image2 (c) Animal Image1 (d) Animal Image2 (e) Flower 

Image1 (f) Flower Image2 (g) Fruit Image 1 (h) Fruit Image2 

(i)Landscape Image1 (j) Landscape Image2 (k) Texture Image1 (l) 

Texture Image2 (m) Winter Image1 (n)Winter Image2. 

 
                             (a)                                             (b)    

 

 
                                (c)                                              (d) 

 
                              (e)                                                  (f) 

 

 
                             (g)                                              (h)             

 

 
                             (i)                                                   (j) 

 

 
                          (k)                                                    (l) 

 

 
                           (m)                                                   (n) 

Fig.10. Watermarked Results with WM Image3 (a) Human Image1 (b) 

Human Image2 (c) Animal Image1 (d) Animal Image2 (e) Flower 

Image1 (f) Flower Image2 (g) Fruit Image 1 (h) Fruit Image2 

(i)Landscape Image1 (j) Landscape Image2 (k) Texture Image1 (l) 

Texture Image2 (m) Winter Image1 (n)Winter Image2. 
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Table 1. Estimated Performance Measures with WM Image1. 

S.No. Image MAE MSE RMSE PSNR SNR RSNR 

1 Human1 0.0081 0.0064 0.0800 92.0161 19402.53222 139.2929726 

2 Human2 0.0530 0.0419 0.2047 75.6865 2669.904535 51.67111896 

3 Animal1 0.0012 0.0009 0.0308 108.6022 131876.4081 363.1479149 

4 Animal2 0.0012 0.0009 0.0308 108.6022 97705.04296 312.578059 

5 Flower1 0.0000 0.0000 0.0000 589.1390 7.97675E+28 2.82431E+14 

6 Flower2 0.0012 0.0009 0.0308 108.6022 98937.63723 314.5435379 

7 Fruit1 0.0012 0.0009 0.0308 108.6022 96406.78043 310.4944129 

8 Fruit2 0.0012 0.0009 0.0308 108.6022 136826.9356 369.9012511 

9 Landscape1 0.0012 0.0009 0.0308 108.6022 127029.5131 356.4119991 

10 Landscape2 0.0012 0.0009 0.0308 108.6022 150909.3508 388.4705276 

11 Texture1 0.0012 0.0009 0.0308 108.6022 126489.5967 355.6537595 

12 Texture2 0.0012 0.0009 0.0308 108.6022 95622.60859 309.2290552 

13 Winter1 0.0012 0.0009 0.0308 108.6022 167557.7613 409.3381992 

14 Winter2 0.0000 0.0000 0.0000 583.3261 7.44673E+28 2.72887E+14 

Table 2. Estimated Performance Measures with WM Image2. 

S.No. Image MAE MSE RMSE PSNR SNR RSNR 

1 Human1 0.0064 0.0057 0.0753 93.0495 21853.92742 147.8307391 

2 Human2 
0.0419 0.0372 0.1929 76.7199 3007.231183 54.83822739 

3 Animal1 0.0009 0.0008 0.0290 109.6356 148538.2124 385.4065546 

4 Animal2 0.0009 0.0008 0.0290 109.6356 110049.4973 331.7370906 

5 Flower1 
0.0000 0.0000 0.0000 589.1390 7.97675E+28 2.82431E+14 

6 Flower2 0.0009 0.0008 0.0290 109.6356 111437.8226 333.8230408 

7 Fruit1 
0.0009 0.0008 0.0290 109.6356 108587.207 329.5257304 

8 Fruit2 0.0009 0.0008 0.0290 109.6356 154114.2097 392.573827 

9 Landscape1 0.0009 0.0008 0.0290 109.6356 143078.9409 378.2577704 

10 Landscape2 
0.0009 0.0008 0.0290 109.6356 169975.8548 412.2812812 

11 Texture1 0.0009 0.0008 0.0290 109.6356 142470.8091 377.4530555 

12 Texture2 
0.0009 0.0008 0.0290 109.6356 107703.9597 328.1828144 

13 Winter1 0.0009 0.0008 0.0290 109.6356 188727.6935 434.4280073 

14 Winter2 0.0000 0.0000 0.0000 583.3261 7.44673E+28 2.72887E+14 

Table 3. Estimated Performance Measures with WM Image3. 

S.No. Image MAE MSE RMSE PSNR SNR RSNR 

1 Human1 0.0065 0.0052 0.0725 93.7292 23632.73547 153.7294229 

2 Human2 
0.0427 0.0344 0.1855 77.3996 3252.005814 57.02636069 

3 Animal1 0.0010 0.0008 0.0279 110.3153 160628.532 400.7848949 

4 Animal2 0.0010 0.0008 0.0279 110.3153 119007.0145 344.9739331 

5 Flower1 
0.0000 0.0000 0.0000 589.1390 7.97675E+28 2.82431E+14 

6 Flower2 0.0010 0.0008 0.0279 110.3153 120508.343 347.1431161 

7 Fruit1 
0.0010 0.0008 0.0279 110.3153 117425.7006 342.674336 

8 Fruit2 0.0010 0.0008 0.0279 110.3153 166658.3895 408.238153 

9 Landscape1 0.0010 0.0008 0.0279 110.3153 154724.9012 393.3508627 

10 Landscape2 
0.0010 0.0008 0.0279 110.3153 183811.0988 428.7319662 

11 Texture1 0.0010 0.0008 0.0279 110.3153 154067.2703 392.5140384 

12 Texture2 
0.0010 0.0008 0.0279 110.3153 116470.561 341.2778356 

13 Winter1 0.0010 0.0008 0.0279 110.3153 204089.25 451.7623822 

14 Winter2 0.0000 0.0000 0.0000 583.3261 7.44673E+28 2.72887E+14 
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V.  CONCLUSIONS 

The present paper proposes a novel method of Kurtosis 

based Watermarking by using Wavelet Transformation 

(KWWT). In the proposed method, the wavelet 

coefficients are further analyzed in detail for the 

watermark embedding process. The proposed KWWT is 

found to be efficient and the robust with the wavelet 

transformation. 
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