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Abstract—The present work compares single and 

multiple watermarking by using discrete wavelet 

transform and different embedding methods. The 

different embedding methods are additive, multiplicative 

and hybrid watermarking with importance on its 

robustness versus the imperceptibility of the watermark. 

The objective quality metrics are demonstrated that, the 

additive embedding method achieves superior 

performance against watermark attacks on multiple 

watermarking technique. 

 

Index Terms—Watermarking, additive, multiplicative, 

hybrid, attacks, discrete wavelet transform. 
 

I.  INTRODUCTION 

Most of the early methods were based on single 

watermark embedding, but there are great limitations 

when single watermark embedding algorithms are tried 

into practical applications in few rare situation, like when 

multiple users share the copyright, it is need to support 

multiple users to embed their watermarks synchronously. 

This highlights the needs for multiple watermark 

embedding. To advocate several goals, the multiple 

watermarks are embedded into the image; to achieve the 

robustness on image processing operations is the desired 

one. 

Embedding method is an important issue in a 

watermarking scheme. The embedding methods are 

classified into additive, multiplicative and quantization 

watermarking. The additive watermarking is 

characterized by the linear modification of the host image 

and the correlative processing in the detection stage. The 

multiplicative watermarking embeds the watermarks into 

image with multiplicative operation. 

The third category of watermarking methods which use 

neither additive nor multiplicative formulas. The 

quantization watermarking is to perform non-linear 

modifications and detect the embedded message by 

quantizing the received samples to map them to the 

nearest reconstruction point. There has been many works 

in the literature related to watermarking techniques and 

some of them are discussed below. 

Agreste and Puccio [1] presented the difficulties 

occurred during the construction and the experimentation 

of wavelet-based watermarking algorithm. They faced the 

classical watermarking problems such as computational 

cost, imperceptibility and robustness. Gunjal et al. [2] 

proposed DWT-SVD based color image watermarking 

technique in YUV color space using arnold transform. 

Their proposed scheme is non blind and strongly robust 

to different attacks like compression, scaling, rotation, 

cropping and Noise addition. Rosline Nesakumari et al. 

[3] proposed a novel image watermarking technique, a 

trusted authority to recover the ownership from any 

reasonably attacks. Their proposed HCPI-MBSPVD 

method requires less computational power, higher 

robustness, high payload and imperceptibility. 

In [4], Safabakhsh et al. proposed a digital 

watermarking on still images using wavelet transform. 

Peter et al. has proposed single, multiple and iterative 

watermark embedding schemes [5]. Experimental results 

shows that the three watermark embedding algorithms 

give watermarked images with good visual quality. An 

integer wavelet based multiple logo-watermarking 

schemes for copyright protection of digital image is 

presented in [6]. Their method shows better robustness to 

attacks. Experimental study on watermark interference in 

multiple re-watermarking is presented in [7]. Their 

method shows the watermarks are all embedded into the 

same frequency band because it is preferable to use 

different embedding domains. 

The collusion resistance of the fingerprinting algorithm 

based on additive watermarking is analyzed in [8]. Their 

method shows the robustness against various collusion 

attacks. Antonis Mairgiotis et al. [9] proposed a new 

family of watermark detectors for additive watermarks in 

digital images. Their numerical experiments demonstrate 

that these new detectors can lead to superior performance 

to several state-of-the-art detectors. Antonis Mairgiotis et 

al. proposed the  application  of a  hierarchical  prior  for  

the  multiplicative  image watermarking  problem [10]. 

Their investigated the detector’s performance against 

intentional or unintentional attacks. Van Schyndel et al. 

[11] proposed, the embedding process is additive in the 

angular domain and multiplicative in the data domain. 

Florent Autrusseau et al. presented a hybrid 

watermarking technique which mixes additive and 
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multiplicative watermark embedding with emphasis on its 

robustness versus the imperceptibility of the single 

watermark [12]. Their experimental results showed that 

using a hybrid watermarking technique significantly 

improves the robustness performance. Ikeda et al. 

proposed a hybrid scheme shows a better performance 

than both additive and multiplicative ones in the DWT 

domain [13]. 

Mong-Shu Lee has presented two image processing 

applications such as compression and watermarking, by 

exploiting the localization property of wavelet transform 

[14]. Experimental results show that their approach is 

quite effective in authenticating the origin of an image. 

Embedding binary visualized image into the original 

image by modifying coefficients of wavelet domain in LL 

bands with appropriate strength factor in order to 

compromise between acceptable imperceptibility level 

and attacks resistance are presented [15]. Their method 

achieves robustness level of various attacks such as 

image processing and rotation attacks. Tapas 

Bandyopadhyay et al. [16] proposed the imperceptibility 

quality of the images is quite good after embedding the 

watermark and subsequent compression. Their method of 

watermarking is robust against common signal processing 

attacks and geometric attacks.  

This paper compares a multiple watermarking 

technique with single watermarking technique by using 

different embedding methods. The experimental result 

shows that, the PSNR and image quality are degraded 

with every one new watermark embedded into image and 

to achieve more robustness on multiple watermarking. 

This paper is organized as follows; the watermark 

embedding and extraction process are explained in 

section II. The experimental results and discussion are 

explained in section III. Conclusion of the present work is 

given in section IV. 

 

II. WATERMARK EMBEDDING AND EXTRACTION 

Embedding works are performed the multiple 

watermarks are embed into the original image by using 

the discrete wavelet transform. The watermarks used for 

embedding is a binary logo image, which is small 

compared with the size of the original image. The 

watermark extraction processes are the inverse process of 

watermark embedding. The different embedding methods 

are discussed below. 

 

A.  Discrete wavelet transform 

The wavelet transform is based on small waves of the 

multi resolution analysis. Multi resolution analysis is the 

decomposition of an image into sub images of different 

size resolution levels. The proposed scheme is based on 

two-dimensional discrete wavelet transform, each level of 

produces four bands of data, one corresponding to the 

approximation sub -band  (LL),  and other  three  

corresponding to details sub-bands such as, horizontal 

(HL), vertical (LH), and diagonal (HH) sub-bands. The  

 

decomposed image shows an approximation sub-band 

(LL) in the lowest resolution low pass band. The low pass 

band can further be decomposed to obtain another level 

of decomposition. Fig. 1 shows general two level wavelet 

decomposition. 

 

 

Fig. 1. General two level wavelet Decomposition  

 

B.  Watermark embedding methods 

1.  Additive watermarking 

Most of the early watermarking techniques were based 

on an additive embedding method. In additive 

watermarking, the watermark is multiplied with a global 

embedding strength and added to the wavelet image 

coefficients.  

The additive embedding equation is given by 

 

),(),(),( jiWjiIjiIW                     (1) 

 

Where, IW = watermarked image,  

W = watermark,  

I = cover Image and 

 = scaling factor  

 

The additive extraction equation is given by 

 

WW(i, j) I (i, j) I(i, j))                       (2) 

 

The simplest approach to watermark embedding is the 

additive one which calculates the watermarked feature. In 

this method, the correlation based detector operates at 

optimum, that is, either the overall error probability or the 

false negative can be minimized. 

2.  Multiplicative watermarking 

More current watermarking techniques apply a 

multiplicative embedding method. In multiplicative 

watermarking, the watermark embedded into the wavelet 

coefficients are locally modulated proportional to the 

strength of the coefficients. The multiplicative embedding 

equation is given by 

 
)),(1)(,(),( jiWjiIjiIW                (3) 

 

The multiplicative extraction equation is given by 

 

)),(()),(),(),( jiIjiIjiIjiW W       (4)
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3.  Hybrid watermarking 

In hybrid watermarking, combine the additive and 

multiplicative watermark embedding methods. In hybrid 

watermarking allows us to have large watermark strength 

while keeping the imperceptibility is high. The hybrid 

embedding equation is given by 

 
)),()),((),(),( jiWjiIjiIjiIW            (5) 

 

Here  is watermark strength to improve the 

correlation of watermark extraction. The hybrid 

extraction equation is given by 

 

)),((
)),(),(),(

 


jiI
jiIjiIjiW W            (6) 

 

C.  Watermarking techniques 

1.  Single watermarking technique 

Embedding process: The original image is decomposed 

by two levels by using discrete wavelet transform. The 

watermark is converted into binary image and embedded 

in LL2 sub band by using the additive, multiplicative and 

hybrid embedding equations are (1), (3), and (5). The 

inverse wavelet transform is performed to get the 

watermarked image. 

Extraction process: The watermarked image and the 

original image are decomposed by two levels by using 

discrete wavelet transform. The watermark can be 

extracted from the watermarked image in LL2 sub band 

by using the additive, multiplicative and hybrid extraction 

equations are (2), (4), and (6).  

2.  Multiple watermarking technique 

Embedding process: The original image is decomposed 

by two levels by using discrete wavelet transform. The 

first watermark is converted into binary image and 

embedded in LL2 sub band by using the additive, 

multiplicative and hybrid embedding equations are (1), 

(3), and (5). The inverse wavelet transform is performed 

to get the watermarked image1. Similarly, the second 

watermark is embedded into the watermarked images1, to 

get the watermarked image2. 

Extraction process: The watermarked image2 and the 

watermarked image1 are decomposed by two levels by 

using discrete wavelet transform. The second watermark 

can be extracted from the watermarked image2 in LL2 

sub band by using the additive, multiplicative and hybrid 

extraction equations are (2), (4), and (6). The first 

watermark is extracted from the watermarked images1 

and original image by repeating the above steps. 

 

III. EXPERIMENTAL RESULTS AND DISCUSSION 

To compare the performance of single and multiple 

watermarking techniques based on additive, 

multiplicative and hybrid embedding methods can be 

evaluated by peak signal to noise Ratio (PSNR) and 

Normalized Correlation (NC).  

Fig. 2 (a) shows 512×512 size of peppers as the 

original image and 48×48 size gray scale logo is used as 

watermark images that are shown in Fig. 2 (b) and       

Fig. 2 (c).  

The PSNR is used to measure the quality of 

watermarked images, which is given by 

 

MSE
dBPSNR

2

10

255
log10)(                       (7) 

 

 

  

(a) (b) (c) 

Fig. 2. (a) Peppers (b) First watermark (c) Second watermark 

NC is used to measure the quality of watermarks after 

extraction, which is given by The NC between the 

embedded watermark W (i, j) and the extracted 

watermark W’(i, j) is defined as 

 

H L

i 1 j 1
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2

i 1 j 1

W(i, j) W '(i, j)

NC
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


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
                          (8)

 

 

To prove the robustness, the watermarked images are 

tested for the selected attacks such as salt & pepper noise, 

Gaussian noise, median filtering, translation, cropping, 

rotation, JPEG compression, sharpening, smoothing, and 

blurring. Table 1 shows the PSNR and NC values for 

without attacks on single and multiple watermarking 

technique by using three embedding methods. Fig. 3 

shows comparison of PSNR values for three embedding 

methods on single and multiple watermarking. The result 

demonstrates that the additive embedding method 

achieves more imperceptibility on single and multiple 

watermarked images, when compared with multiplicative 

and hybrid embedding methods.  

Table 2 shows the PSNR and NC values for common 

image processing attacks on single watermarking 

technique by using three embedding methods. Fig. 4 

shows the comparison of NC values for single 

watermarking on selected attacks.  The experimental 

results demonstrate that the hybrid embedding method 

achieves more robustness on single watermarked images, 

when compared with additive and multiplicative 

embedding methods.  

Table 3 shows the PSNR and NC values for common 

image processing attacks on multiple watermarking 

technique by using three embedding methods. 

Fig. 5 shows the comparison of NC2 values for 

multiple watermarking on selected attacks. The 
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experimental result demonstrates that the additive 

embedding method achieves more robustness on second 

watermark of multiple watermarking technique, when 

compared with multiplicative and hybrid embedding 

methods. As a result, we have to embed more than one 

watermark that is multiple watermarks suited for only 

additive embedding method achieves more visual quality 

and robustness. 
 

Table 1. PSNR and NC values for watermarked images and extracted watermarks on single and multiple watermarking 

Different 

embedding 
methods 

Single watermarking Multiple watermarking 

Watermarked image 
PSNR (dB) 

Extracted 

watermark 

NC 

Watermarked image1 
PSNR (dB) 

Watermarked image2 
PSNR (dB) 

Extracted 

watermark1 

NC1 

Extracted 

watermark2 

NC2 

Additive 

method 

 

 

  

  

47.36 1 47.36 42.02 1 1 

Multiplicative 

method 

 

 

  

  

46.02 1 46.02 41.40 1 1 

Hybrid 

method 

 

 

  

  

45.81 1 45.81 45.81 1 1 
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Fig. 3. Comparison of PSNR values for single and multiple watermarking 
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Table 2.  PSNR and NC values for common image processing attacks on single watermarking 

Attacks 

Additive 

method 
Multiplicative method Hybrid method 

PSNR(dB) NC PSNR(dB) NC PSNR(dB) NC 

Salt & pepper noise  

at the density of  5% 
17.10 0.738 17.07 0.706 17.04 0.754 

Gaussian noise 
of variance 5% 

14.13 0.634 14.10 0.619 14.11 0.657 

Median filtering 

For 3  3 filter size 
37.90 0.829 37.85 0.912 37.88 0.908 

Translation 21.58 0.384 21.58 0.392 21.58 0.392 

Cropping 10.84 0.650 10.85 0.650 10.85 0.650 

Rotation at 60 degrees 11.10 0.547 11.11 0.547 11.11 0.543 

JPEG compression  

with quality of 90 
43.13 1 42.87 1 42.82 1 

Sharpening 27.26 0.881 27.23 0.928 27.22 0.928 

Smoothing 42.85 0.916 42.63 0.972 42.58 0.980 

Blurring 32.07 0.66 32.06 0.730 32.05 0.734 

Single watermarking

0

0.2

0.4

0.6

0.8

1

1.2

Salt & pepper

noise 5%

Gaussian

noise 5%

Median

filtering 3 x 3

Translation Cropping Rotation 60 JPEG

compression

90

Sharpening Smoothing Blurring

Attacks

N
C

Additive Multiplicative Hybrid

 
Fig. 4. Comparison of NC values for single watermarking on selected attacks 

Table 3.  PSNR and NC values for common image processing attacks on multiple watermarking  

Attacks 
Additive method PSNR(dB) Multiplicative method PSNR(dB) Hybrid method PSNR(dB) 

IW1 NC1 IW2 NC2 IW1 NC1 IW2 NC2 IW1 NC1 IW2 NC2 

Salt & pepper noise at the density 

of  5% 
17.10 0.73 16.99 0.42 17.10 0.75 16.99 0.42 17.04 0.76 17.03 0.42 

Gaussian noise 
Of variance 5% 

14.12 0.59 14.06 0.24 14.12 0.59 14.06 0.25 14.11 0.65 14.09 0.25 

Median filtering 

for 3  3 filter size 
37.75 0.81 37.20 0.95 37.68 0.92 37.12 0.96 38.04 0.93 37.16 0.97 

Translation 19.05 0.35 19.05 0.99 19.06 0.35 19.05 0.99 19.06 0.35 19.05 0.99 

Cropping 10.84 0.65 10.82 0.85 10.85 0.65 10.83 0.81 10.85 0.65 10.83 0.81 

Rotation at 60 degrees 11.10 0.54 11.11 0.90 11.11 0.54 11.11 0.86 11.11 0.54 11.11 0.86 

JPEG compression with quality 

of 90 
43.13 1 40.59 1 42.87 1 40.38 1 42.82 1 40.34 1 

Sharpening 27.26 0.88 27.11 0.99 27.23 0.92 27.06 0.99 27.22 0.92 27.05 0.99 

Smoothing 42.85 0.91 40.44 1 42.63 0.97 40.26 1 42.58 0.98 40.22 1 

Blurring 32.07 0.66 31.84 1 32.06 0.73 31.83 1 32.05 0.73 31.82 1 
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Multiple watermarking
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Fig. 5. Comparison of NC2 values for multiple watermarking on selected attacks 
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Fig. 6. Comparison of NC1 and NC2 values for multiple watermarking on selected attacks 

 
Fig. 6 shows the comparison of NC1 and NC2 

values for multiple watermarking on selected attacks. 

In multiple watermarking technique achieves more 

robustness on second watermark, when compared with 

first watermark. Therefore multiple watermarking 

technique achieves more robustness, when compared 

with single watermarking technique. 

IV. CONCLUSION 

This paper compares additive, multiplicative and 

hybrid embedding methods on single and multiple 

watermarking technique by using discrete wavelet 

transform. The experimental result shows that the 

hybrid embedding method achieves more robustness on 

single watermarking technique and the additive 
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embedding method achieves more robustness on 

multiple watermarking technique. The experimental 

results show that the additive embedding method 

achieves better visual quality and robustness on 

multiple watermarking technique. 
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